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1. Introduction

Thank you for choosing the EOC65X Series. The EOC65X devices come equipped with
SkyPoint software, offering a centralized and comprehensive web-based
management solution for your network. With SkyPoint, you can leverage a highly
scalable platform to manage your network seamlessly through a web browser. It
features customizable dashboards and reports, providing deep monitoring and
analysis capabilities to ensure your critical infrastructure is managed and monitored
effectively. SkyPoint is designed to streamline network management, offering
intuitive tools and insights to optimize your operations.

Table 1: SkyPoint Features

Feature Description

Dashboard One-page view of the status of all your radios in the network
with events and a quick inventory of all radios active on the
network.

Topology Devices are listed hierarchically based on location with links
showing on the map and logical structure showing as tree

Discovery & Quickly discover all radios by IP addresses & range. Automatic

Provisioning provisioning of radios by using pre-configured templates.

Check firmware versions and upgrade easily; Replace
hardware and restore configuration.

Maps Google Maps with satellite view to position your devices and
visualize their health and connectivity. Change the mode of
the map to graphically display various wireless key
performance indicators

User Management Configuring and creating role-based users.
Automation and Arich set of RESTful APIs allows integration with external CRM
forecasting and reporting systems. For example, Integration with the

Fusion/R12 CRM system allows for a management ticketing
system (Opening / Closing) for different device issues at the
customer sites.

Template-Based Push configuration to the device of EnGenius devices across
Configuration (Fixed your network using templates
Wireless)

Table 2: Supported Devices and Firmware Version

Version

E0C600/610
EOC655

Firmware v1




2. Instructions for Login

Launch the web browser. In the address field, type

http://localhost:8980/skypoint/ in the address bar and press enter (PC) and you
are redirected to the login screen.

e Login Screen

e Enter Username as “admin” and Password as “admin” and press Enter to
continue.

EnGenius

l Username l

‘o) SkyPoint W= -

Manage and Monitor ISP Outdoor Access Points
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http://localhost:8980/skypoint/

3. Dashboard

The dashboard offers a comprehensive and visually intuitive overview of the entire
network's current state, presenting crucial metrics derived from deployed radio
units. With real-time performance graphs at their disposal, administrators can
effortlessly monitor and assess the network's health, performance trends, and
potential issues. This tool enables the identification and diagnosis of network
problems quickly, facilitating prompt and informed decision-making. Additionally,
the dashboard's user-friendly interface simplifies the complex data associated with
network performance, making it accessible even to those with limited technical
expertise. This allows for more efficient and effective management of the network,

ensuring optimal performance and reliability.

(_’ skyp°|nt ver 1047 Memory: 409 MB (31916 MB) System L}
Scope Global v RADIO 1 RADIO 2
Regions 2 PTMP PTP PTMP PTP
(IA')
BSU 2 0 1 1
4 2 0 1 1
4
((! )
2 0 1 [
4
su 2 0 1 0
Good i Down [l Unassigned 3
€ 1 2 IP Address / System Name / Serial Number Add Columns = 50 ~
System Name 1P Address MAC Address Serial Number Model Firmware Device Status Up Time ~
EOC600 192 168.1.52 00:11:22:33:44:56 2411XC47830V EOC610 1.0.0.120 Up 1:18:58:53
EOCE55 192.168.1.16 16:82:59:1:34:76 2381XC811111 EOC655-C18 1.0.0.236 Up 0:19:02:13
EOC655 192.168.1.17 88:dc97:1fe1-f 2381XCT1DRMYV EOC655 1.0.0.236 Up 0:19:02:12
EOCE55 192.168.1.15 1¢:82:59:01:35:02 2371XCT700006Q EOC655 1.0.0.236 up 0:19:00:05

‘ l The dashboard shows the overall status of the entire network in real time
with the help of graphs and alerts and helps the administrator to analyze the

status of the device.

Discovery:
Discovers all the available devices in the networks. There are three types of
discovery: By IP address & By IP Range.




Topology

It shows the hierarchical view of devices in the tree structure. Devices are
listed in the form of Global->Default Region -> Default City -> Default
Location -> Default Facility -> BSU -> SU. Please refer to Topology for more
details

Configuration
A user can create profiles and make basic configuration changes related to
Radiol / Radio2 and 2.4 GHz radios.

Events
Events and log messages are generated either by SkyPoint or the traps which
are generated by devices when an event occurs in the device

Inventory Reports

It shows the list of devices added to the SkyPoint. Users can change the
Scope/Region of the device from the Inventory, we can the details of the device like
Device Name, IP Address, MAC Address, and Serial Number

Settings
Configurations related to the server are listed in “Settings”.

& r %R

3.2  Scope Filter

SkyPoint offers a structured and hierarchical approach to organizing devices based on
their installation locations, following a tiered framework: Global -> Region -> Location
-> Facility. This organization allows for precise and efficient management of devices
across various geographical and functional divisions. Each level of the hierarchy
encompasses a broader scope, starting from individual facilities nested within
locations, which in turn are grouped into regions, all under the overarching 'Global’

category.
o spene -4
Scope Global v
Regions M - o Global Region City Location Facility Base Station
(lAt)
Selected: Global
BSU :
. . W

Upon the discovery of a new device, it is assigned to a specific facility, which is the
most granular level in the SkyPoint hierarchy. A single location can host multiple
facilities, reflecting the physical infrastructure and organizational needs of that area.
Similarly, each region comprises several locations, allowing for regional oversight and
management. The topmost 'Global' group acts as the umbrella under which all regions
are unified, providing a comprehensive and global view of the network.



The platform's scope filter feature enhances network management capabilities by

enabling users to filter and view device data based on selected criteria within the

hierarchy—ranging

from a

global perspective down to specific facilities. This filtering capability ensures

that users can focus on the relevant subset of devices, improving operational
efficiency and data visibility.

Global Filter: When the 'Global' option is selected, the filter applies universally,
offering a complete overview of the network's status and events across all
devices, regardless of their specific locations or facilities.

Region Filter: Selecting the 'Region’' filter narrows down the view to include
only the devices within one or multiple specified regions. This allows for
regional analysis and management, providing insights tailored to the
geographical segments of interest.

Location Filter: By choosing the 'Location' filter, the data presented is limited
to devices installed within a particular location or a set of locations. This level
of filtering is useful for localized monitoring and management, offering
detailed insights into specific areas.

Facility Filter: The 'Facility' filter further refines the data visibility to devices
associated with one or multiple facilities. This granular view is essential for
facility-specific operations and troubleshooting, allowing for focused
management of devices within those premises.

Additionally, the scope filter includes a "Base Station" option, extending the filtering

capabilities to encompass base stations, thereby enhancing the platform's flexibility

and applicability to various operational scenarios.

It's important to note that while the "Overall Status" remains unaffected by the

scope filter, all other component data are dynamically filtered according to the

selected scope. This design ensures that users have access to targeted and relevant

data, facilitating effective decision-making and operational oversight.

3.3

Overall Status

The doughnut chart provides a visual overview of the network status across all

devices within the SkyPoint system, categorized into four distinct statuses
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represented by different colours: Good, No Link, Down, and Unassigned. Each color
signifies a specific operational state of the devices, allowing for an at-a-glance
understanding of the network's overall health and connectivity status.

e Good (Green): This category is marked in green and indicates the number of
devices that are currently active and functioning as expected. Devices
classified under "Good" are operational and successfully communicate within
the network, showcasing optimal performance and reliability.

B Good Jj Down | Unassigned

e Down (Red): The "Down" status is depicted in red and encompasses devices
that are currently non-responsive. A device is considered "Down" if it fails to
communicate or respond to network queries, which could be due to being
powered off, disconnected, or experiencing other connectivity issues. This
status is critical as it directly affects the network's integrity and availability.

e Unassigned (Blue): Devices falling into the "Unassigned" category have been
detected by SkyPoint but have not yet been configured or provisioned with a
specific role or settings. Provisioning these devices involves assigning them a
profile or utilizing the "Node View" section for default provisioning, which
integrates them into the network for active use.

EnGenius SkyPoint



This doughnut chart serves as a crucial tool for network administrators and users,
providing immediate insight into the distribution of device statuses within the
SkyPoint network. By understanding the proportion of devices in each category,
stakeholders can prioritize actions, such as provisioning unassigned devices or
troubleshooting those marked as "No Link" or "Down," to maintain or enhance

network performance and reliability.

3.4 Radio Type

The overall count status of radio types within the SkyPoint network is a crucial
metric that provides insights into the distribution and operational state of Base
Station Units (BSUs) and Subscriber Units (SUs) across the network. This count
offers a snapshot of the network's composition, highlighting how many devices
are functioning as BSUs versus SUs, which is essential for understanding the
network's topology and operational dynamics.

e Base Station Units (BSUs): BSUs serve as the backbone of
the network, facilitating communication and data
exchange among various nodes. The count of BSUs (tpr)
indicates the number of devices configured to provide A
coverage and connectivity to SUs. These units are critical
for establishing and maintaining the network's

BSU
12

infrastructure, ensuring that subscriber units can connect
and communicate effectively within the network.

e Subscriber Units (SUs): SUs are the devices that connect
to the BSUs to gain access to the network. The count of (( ! ))
SUs reflects the number of end-user devices or nodes that
are connected to the network via BSUs. This count is
indicative of the network's scale in terms of connected suU
devices and the potential demand for the network's 15
resources and bandwidth.

Understanding the overall count status of BSUs and SUs is vital for network
management and planning. It enables network administrators to assess the
network's capacity, identify potential bottlenecks or coverage issues, and plan for
network expansions or optimizations accordingly. By analyzing the ratio of BSUs to
SUs, administrators can also gauge the effectiveness of the current network design
and make informed decisions regarding infrastructure investments and upgrades to
meet future demands.

This count status is typically represented in a summary or dashboard within the
SkyPoint system, providing a clear and concise overview of the network's current



state and facilitating quick assessments and decisions related to network
management and expansion strategies.

3.5 Link/Radio Type

The dashboard provides a comprehensive view of the network’s devices, showcasing
the operational status across two radios, Radiol and Radio2. It distinguishes between
devices functioning as Base Station Units (BSUs) and Subscriber Units (SUs), and
further categorizes their operation into Point-to-Point (PTP) and Point-to-Multipoint
(PTMP) modes. This layout allows for quick assessment of network performance,
connectivity issues, and device distribution, facilitating efficient network management
and troubleshooting.

BSUs: Displayed by operational radios (Radiol, Radio2) and mode (PTP, PTMP),

RADIO 1 RADIO 2

highlighting the network backbone's health and connectivity.
SUs: Also organized by radios and mode, offering insights into the end-user
connectivity experience.

This dashboard serves as an essential tool for network administrators, providing a
bird's-eye view of the network's infrastructure and enabling proactive management
of network resources and devices.

3.6 Server Status

The top bar is designed to provide immediate, at-a-glance insights into the health
and performance of the server. Here's a brief overview of how each element
contributes to a comprehensive understanding of the system's current status:

Memory: 2563 MB (31916 MB) System Load: 8.22 % Process Load: 0.27 %  Up Time: 3:22:25:17 (d:homis)



e Memory Usage: This metric displays the total memory allocation versus
current usage, giving administrators a quick snapshot of the system's
memory health. High memory usage might indicate a need for optimization
or upgrading system resources to prevent slowdowns or crashes.

e System Load: Representing the average load on the server over a specified
period, this metric helps in understanding the system's current workload. It
reflects the ongoing processes and tasks, indicating whether the system is
under heavy load or operating smoothly within its capacity.

e Process Load: Specifically focusing on the number and state of active
processes, this metric sheds light on the operational efficiency of the system.
It helps in identifying any processes that are consuming excessive resources
or if there are too many idle processes, allowing for better process
management and optimization.

e Server Uptime: Displaying the duration for which the server has been
continuously running, this metric is a key indicator of system stability and
reliability. Longer uptime periods are generally positive, signifying stable and
uninterrupted service, but they also necessitate careful monitoring to ensure
that performance doesn't degrade over time due to memory leaks or
resource depletion.

Together, these metrics provide a holistic view of the system's performance and
health, enabling network administrators to make informed decisions regarding system
maintenance, resource allocation, and potential upgrades. This top bar acts as a
critical tool in the proactive management of the network infrastructure, ensuring
optimal performance and minimizing downtime.

3.7 Events

The dashboard within SkyPoint provides a comprehensive interface for monitoring
and managing events and log messages generated by both the SkyPoint system itself
and the connected devices. This functionality is crucial for maintaining network
health, troubleshooting issues, and ensuring optimal performance. Here’s a detailed
breakdown of how this system operates:



Event Generation and Logging

SkyPoint Events: SkyPoint autonomously generates event messages to
indicate the status changes of devices (such as up/down states) or to log
specific actions triggered within any of the SkyPoint interface pages. This
includes activities like the initiation of a device discovery process, updates or
changes in firmware, or the provisioning of a device.

Device-Generated Traps: Apart from SkyPoint-generated events, the system
also captures and logs "traps" or notifications from devices when specific
events occur. These traps provide real-time alerts about device status
changes or issues, enabling prompt response and resolution.

Event and Log Management

Events-Based Filter Selection: The dashboard offers the capability to filter
events based on various criteria, facilitating targeted analysis and
management. Users can swiftly navigate through a vast amount of data to
focus on the events that are most relevant to their current needs or
investigations.

Time Duration Filtering: By default, the dashboard displays events that
occurred within the last 24 hours, offering a recent overview of network
activities and status changes. However, users have the flexibility to extend this
viewing window up to 48 hours, allowing for a broader analysis of events over
time.

Severity-Based Filtering: Events can also be filtered based on their severity,
enabling users to prioritize their response efforts. This feature helps in
distinguishing between critical issues that may require immediate attention
and less urgent notifications.

Events Definiton

An event whose priority has been set as higher than the rest of the events and

Critical the user needs to consider resolving the issue immediately.
Major Device Down
. An event whose priority is set as minor and the user needs to consider the event

Minor . ) .

like there has been configuration

. An event whose priority is set as a warning and the user needs to consider the

Warning . . :

event like device CPU or memory going up

Events that have the priority set to normal and no action by the user is required
Normal . . )

like the device going up.

The events whose severity level is high previously and is restored now. For e.g. A
Cleared threshold alarm like CPU going high has a "Warning" severity and when the CPU

comes back to normal has "Cleared" as the severity

Intermediate | This event denotes with no priority assigned




All | All the events are listed without filtering based on severity.

3.8 Add Column

The tabular data section of the dashboard is meticulously designed to present
essential information for each device within the network, facilitating easy monitoring
and management.

IP Address / System Name / Serial Number @ Add Columns = 50 v NMS
Model Firmware Device Status L D All '
System N
EOC600 1.0.0.114 Up 1 ystem Name
IP Address
EQCB55 1.0.0.236 Up (
MAC Address
EQC655 1.0.0236 Up (
Serial Number
NMS

This section is fundamental for network administrators to quickly access and review
the devices operational details at a glance. Here’s a detailed overview of its features
and capabilities:

Default Device Information

Upon accessing the tabular data section, users are presented with a set of default
columns that provide critical information about each device. These default columns
include:

e System Name: The designated name of the device within the network,
facilitating easy identification.

e Primary IP: The main IP address assigned to the device, crucial for network
communications.

e MAC Address: The unique media access control address of the device, serving
as a hardware identifier.

e Serial Number: A unique identifier assigned by the manufacturer, useful for
inventory and support.

e Model Number: The specific model identification, aiding in understanding the
device's capabilities.

e Firmware: The current firmware version installed on the device, indicating its
software level.

e Status: The operational status (e.g., up, down, unavailable) providing quick
insight into the device's health.



e Up Time: Duration since the device was last rebooted, reflecting its current
operational period.

Customization with “Add Columns” Option

To enhance the visibility and tailor the information to specific needs, an "Add
Columns" feature allows users to include additional data points in the table. The
selectable columns for deeper insights include:

= Radio Mode: Indicates whether the device operates in single, dual, or multi-
radio configurations.

= Operational Mode: Describes the operational setting of the device, such as PTP
(Point-to-Point) or PTMP (Point-to-Multipoint).

= Frequency: The radio frequency or frequencies at which the device operates,
essential for understanding spectrum use.

= Bandwidth: The data transmission capacity of the device, crucial for network
performance analysis.

= Channel: The specific channel or channels the device uses for communication,
impacting interference and connectivity and many more.

Viewing Options and Limitations

By default, the table is set to display information for 25 devices simultaneously,
offering a balanced overview without overwhelming users. This default setting helps
in maintaining clarity and focus on the displayed data, ensuring that administrators
can efficiently navigate through device details. The design of this tabular data section,
with its default visibility and customizable columns, underscores the dashboard’s
versatility and user-centric approach, enabling effective network management
through detailed and personalized device insights.

3.9 Search

The dashboard incorporates a highly flexible and efficient search functionality,
enabling users to swiftly locate specific nodes within the network. This feature is
designed to streamline network management tasks by allowing for precise queries
based on key identifiers of the devices. Users can leverage the search capability using
one of the following criteria:

IP Address [ System Mame [ Serial Humber m




e |P Address: By entering the IP address of a device, users can directly access its
details. This is particularly useful for network troubleshooting and
configuration tasks, where identifying a device by its network address is often
the most straightforward approach.

e System Name: The search functionality also supports queries by the system
name of the device. This option is ideal for administrators who are familiar with
the naming conventions used within their network and wish to quickly access
a particular device's information.

e Serial Number: For instances where hardware-specific identification is
necessary, searching by the device's serial number provides an accurate
method to pinpoint a device. This is especially useful for inventory
management, warranty claims, or when dealing with support cases that
require precise hardware identification.

This search mechanism enhances the dashboard's usability by enabling efficient
navigation and management of network devices, thereby reducing the time and effort
required to perform administrative tasks. It ensures that critical device information is
readily accessible, facilitating effective decision-making and operational oversight.

4. Discovery

SkyPoint discovery feature is engineered to streamline the identification and
integration of EnGenius radios within a network, employing a multi-step process
that begins with the sending of ICMP packets to ascertain device availability at
specific IP addresses. Following a successful ICMP response, SkyPoint initiates
SNMP discovery packets to delve into the device's configuration details. This
method ensures a thorough and efficient discovery process, catering to various
network setups and requirements.

SkyPoint offers three distinct mechanisms for device discovery, accommodating
a range of scenarios from individual device identification to bulk discovery

across multiple networks:

41  IP Address Discovery

This method is designed for pinpointing a single device by its IP address. It's
particularly useful for targeted discovery when the administrator knows the



exact IP address of the device they intend to integrate. For instance, entering an
IP address like “10.10.5.5” directly leads to the discovery of that specific device.

IP Address P Range

Specific IP Address Start Reset

42 |P Range Discovery

For broader discovery needs, SkyPoint enables the specification of an IP range. This
approach is ideal for scanning a contiguous block of addresses within a network to
identify all operational devices. By inputting a starting IP address (e.g., 10.10.5.1) and
an ending address (e.g., 10.10.5.20), the system will discover all devices within this
spectrum. Additionally, toggling the "By Range" option to "By Mask" allows for subnet-
based discovery, where providing a subnet mask (e.g., 255.255.255.0) alongside a
beginning IP address enables the system to scan all possible addresses within the
subnet, up to the last usable address (e.g., from 192.168.1.1 to 192.168.1.254).

IP Address IP Range

IF Range Begin IP Range End Reset

These diverse discovery options empower network administrators with flexible and
powerful tools to efficiently identify and manage EnGenius radio devices, ensuring
seamless network integration and optimization.

4.3 Data Table

After the discovery request is completed all the devices which are discovered will be
listed under the discovery configuration. By default, all the unassigned devices will be
listed in the table. Changing the option from “unassigned” to “All”. Now you can see
both unassigned and assigned devices in the list. There is an option to Provision (newly
installed devices) or Profile / Firmware update (For existing devices) can be done: The
picture below shows the Firmware, Provision.



4.4  Firmware Upgrade

The firmware upgrade feature allows you to push the latest or any of the available
firmware into the SkyPoint. Select devices from the list select the firmware from the
dropdown and click the “Upgrade” button.

PR IP Address / System Name / Serial Number @ Firmware v [N SelectColumns = Unassigned v 50 v
System Name IP Address MAC Address Serial Number Model Firmware Device Status UpTime «

EOC655* 192.168.1.15 1c:82:59:p1:35:02 2371XCT00006Q EOC655 1.0.0236 Up 0:00:00:05

Popup window will appear, select the latest are required firmware and click upgrade.
(Check for Configuration section for uploading firmware’s into SkyPoint server).

T CD D e - [ w~icomms = vuwows ~ 5 * upgrade
Mode

11 System Name P Address MAC Address Serial Number del  Finoware. Device Siatus. Up Time

= 192.168.1.1 CR2SED1 B ZITXCT00030 EOCHSS 100228 Down 37200

ssssssssss

45  Provisioning

The process for provisioning devices within the network management system (NMS)
is designed to be intuitive and efficient, allowing network administrators to quickly
apply predefined configuration profiles to devices. This process ensures that devices
are correctly configured to operate as intended within the network. Here’s a step-by-
step guide on how to provision devices using the system:

Step 1: Select Devices

= From the Device List: Navigate to the list of devices within the NMS dashboard.
Here, you can view all detected devices, including those that are unprovisioned.

= Device Selection: Choose the devices you wish to provision by selecting them
from the list. You can select individual devices manually or use the “All” option
to select all listed devices, depending on your provisioning needs.

Step 2: Initiate Provisioning

= Provision Option: With the devices selected, locate the dropdown menu that
provides various actions that can be applied to devices. Select the “Provision”
option from this menu.

= Upgrade Button: After selecting the “Provision” option, click on the “Upgrade”
button to proceed to the next step of the provisioning process.

Step 3: Configure Device Settings

= Select Radio Mode: A prompt will appear requesting you to choose the radio
mode for the selected devices. Options will include BSU (Base Station Unit) or



SU (Subscriber Unit), depending on the intended function of the device within
the network.

= Select Link Type: Next, select the link type for the device, choosing between
PTP (Point-to-Point) for direct connections between two points, or PTMP
(Point-to-Multipoint) for connections between a single point and multiple
endpoints.

Step 4: Apply Configuration Profile

= Apply Button: After setting the radio mode and link type, click the “apply”
button to move to the configuration application stage.

= Profile Selection: At this stage, you’ll have the option to apply a previously
created configuration profile to the selected devices. These profiles are created
in the Configuration section and contain predefined settings tailored to specific
operational requirements.

= Applying the Profile: Choose the appropriate profile for your devices. You can
apply this to newly assigned devices or to all selected devices, depending on
your selection in the first step.

€ 1+ P Address / System Name / Serial Mumber m Provision v RadioMede: Al v LinkType: Al v SelectColumns = Unassigned ~ 50

System Name IP Address MAC Address Serial Number Model Firmware Device Status Up Time ~

EOCH55* 192.168.1.15 1¢:82:59:01:35:02 2371XCT700006Q EOCH55 1.0.0236 Up 0:00:04:25

Completion

Once the profile is applied, the devices will be provisioned with the selected
configurations, integrating them into the network with the designated roles and
settings. This streamlined process facilitates the rapid deployment and integration of
devices, ensuring they operate according to the network’s specifications and
standards.

This provisioning process underscores the NMS'’s capability to efficiently manage and
configure network devices, significantly reducing manual configuration efforts and
enhancing network reliability and performance.




46 Discovery Task

During the initiation of the discovery process within SkyPoint, the progress and
outcomes of the discovery tasks are dynamically located on the bottom right side of
the screen. This area, dedicated to "Discovery Task Details," is structured to provide
immediate and clear insights into the ongoing discovery operations. The table includes
several columns, each offering specific information regarding the discovery tasks:

Type Time Start End ICMP SNMP Status

ByRange 20210517 13:19:37 192.168.1.66 192.168.1.68 2 2 Completed
ByRange 2021-05-1713:19:22 192.168.1.11 192168112 2 2 Completed
specfic 2021-05-17 12:56:26 192.168.1.12 1 1 Completed
Spachic 2021-05-13 18:53:03 192168112 1 1 Completed
Spache 20210513 17:23:43 192,168,112 1 1 Completed
ByRange 2021-05-1012:3351 192.168.1.1 19216811 3 3 Completed
Spechic 2021-05-06 17:46:20 192.168.2.21 0 1 Completed
ByRange 2021-05-06 17:37:36 192.168.1.66 192.168.1.638 3 3 Completed
Specfic 2021-05-06 17:36:39 192.168.1.11 0© 1 Completed

Discovery Task Details Columns

e Type: This column identifies the method used for the discovery task. It
distinguishes between three different types of discovery methods.

o Specific: Indicates that a single, specific IP address was provided for the
discovery of a single device.

o By Range: Shows that a range of IP addresses was specified for the
discovery task, aiming to identify multiple devices within that specified
range.

o By Mask: Reflects discovery tasks initiated using a subnet mask,
targeting devices within a particular subnet.

e Time: Displays the exact time at which the discovery process was initiated. This
timestamp is crucial for tracking when discovery activities were started and for
correlating discovery tasks with network changes or configurations.

e Start: For discovery tasks classified under "By Range," this column shows the
starting IP address of the range used for discovery. It marks the beginning of
the IP address spectrum being scanned.

e End: Complementing the "Start" column, this field indicates the last IP address
within the range for range-based discoveries. It defines the upper boundary of
the IP address interval being examined.

e |ICMP: Reveals the count of devices that responded to the ICMP ping. This
metric is essential for understanding how many devices are actively
responding on the network at the network layer level.

e SNMP: Shows the number of devices that responded to the SNMP discovery
ping. This count provides insights into how many devices are not just active but
also manageable and configured to communicate via SNMP, offering deeper
network management capabilities.



4.7

Status: Indicates the current status of the discovery task, detailing whether the
discovery has been completed, is still in progress, or has encountered any
issues. This column is key for real-time monitoring of discovery operations and
for immediate identification of any potential problems that might require
attention.

Summary

The Summary Graph feature in the discovery is designed to visually represent critical

information about the network's devices, focusing specifically on the provisioning

status. This graphical display aids in quickly assessing the current state of device

deployment within the network, particularly highlighting the distinction between

unprovisioned devices and their categorization as Base Station Units (BSUs) or

Subscriber Units (SUs). Here’s how the Summary Graph functions and what it offers:

Overview of Summary Graph

Total Unprovisioned Devices: The graph starts by showcasing the total number
of devices within the network that are yet to be provisioned. This gives an
immediate sense of how many devices need attention to complete their
network integration process.

Unprovisioned BSUs and SUs: Further breaking down the total unprovisioned
devices, the graph distinctly categorizes them into BSUs and SUs. This
categorization is crucial for network administrators to understand the
composition of unprovisioned devices, allowing for targeted action plans to
provision BSUs and SUs according to network priorities and requirements.

Benefits of the Summary Graph

Quick Visual Insights: By presenting data graphically, the Summary Graph
enables quick absorption of information about unprovisioned devices, saving
time and simplifying the monitoring process.

Prioritization of Provisioning Tasks: Understanding the split between
unprovisioned BSUs and SUs helps in prioritizing provisioning tasks. For
instance, provisioning BSUs might be prioritized to establish network
backbones before focusing on SUs.

Efficient Resource Allocation: Knowing the exact count of unprovisioned
devices and their types allows for more efficient allocation of resources and
personnel for the provisioning process.



e Strategic Planning: The graph aids in strategic planning by providing a clear
picture of the network’s expansion and integration status, guiding decisions on
network growth and development.

Summary

3

Pt

Unprovisioned

The Summary Graph is an essential tool in the network management toolkit, offering
a streamlined and effective way to monitor and plan the provisioning of network
devices. Visually summarizing the status of unprovisioned devices and their
classification into BSUs and SUs, supports more informed decision-making and
enhances the efficiency of network administration tasks.

5. Topology

The topology view within the network management system offers a structured,
hierarchical representation of network devices, facilitating a clear understanding of
their interconnections and organizational relationships. This tree structure design
provides a comprehensive overview of the network’s architecture, from a global level
down to individual devices, categorized as Base Station Units (BSUs) and Subscriber
Units (SUs). Here’s a detailed explanation of each level within the topology:

e Global
The topmost level of the hierarchy represents the entirety of the network's
infrastructure. Under the "Global" category, all regions within the network are

aggregated, serving as the root section from which all other network segments
derive.

e Region
A subdivision under "Global," where each region encompasses one or more
locations. This level allows for the organization and management of the

network based on geographical or operational boundaries, facilitating region-
specific configurations and oversight.



e City
A subdivision under "Region," the "City" level details the specifies the city
where network devices are deployed. Each City contains multiple Locations.

e Location
Nested within a region, the "Location" level details the specific areas where
network devices are deployed. Each location contains multiple facilities,
offering a closer look at the network's deployment in distinct physical or logical
areas.

e Facility
The "Facility" level delves deeper into the network's structure, showcasing all
BSUs and SUs installed within a particular facility. This granularity is crucial for
managing devices based on their physical installation sites, enhancing targeted
monitoring and maintenance activities.

Navigating the Tree Structure

e Interactive Navigation: By selecting a node within the tree (e.g., "Global,"
"Region," "Location"), the system dynamically loads and displays the
subordinate elements associated with that node. For instance, clicking on the
"Global" root element reveals all the regions, selecting a "Region" unveils the
locations within it, and choosing a "Location" presents the facilities it
comprises.

e Device Connectivity Links: Within this structure, the connectivity links
between BSUs and SUs are visually represented, illustrating how subscriber
units connect back to base stations. This visualization aids in understanding the
network's operational flow and pinpointing areas of interest or concern for
further action.

The topology view serves as an essential tool for network administrators, offering a
macro-to-micro perspective on the network’s configuration and the physical or logical
placement of devices. This hierarchical visualization supports efficient network
planning, troubleshooting, and optimization efforts by providing a clear and accessible
framework for navigating the complex web of network connections and devices.

5.1 Link View

The network management system's map view and hierarchical selection feature
enhance the visualization and management of devices across different organizational
levels—Region, Location, and Facility. This functionality allows network administrators
to obtain a detailed and spatial understanding of device distribution within the
network. Here's how it operates across different selections:



Region Selection

Device Listing by Region: Upon selecting a Region, the system automatically
lists all Locations within that Region below the selection. This hierarchical
display facilitates an organized view of the network's structure, allowing for
easy navigation and management at a regional level.

Map Visualization: The map component provides a clustered view of the
device count available in each Location under the selected Region. This
visualization helps in identifying the density and distribution of devices across
various locations, offering a geographical perspective on network deployment.

Location Selection

Facility Listing under Location: Choosing a specific Location reveals all the
Facilities situated within that Location. This detailed breakdown assists
administrators in drilling down to specific areas of the network, enhancing the
granularity of network oversight.

Clustered Map View of Facilities: On the map, each Facility within the chosen
location is represented in a clustered view, displaying the count of devices in
each Facility. For accurate representation, facilities are plotted based on their
approximate GPS coordinates, ensuring that the spatial distribution of devices
is both meaningful and visually accessible.

Facility Selection

Device Listing under Facility: Selecting a Facility provides a list of all devices
installed at that location. Furthermore, these devices are also plotted on the
map, granting a clear visual cue of their physical placement within the Facility.
Enhanced Device Visibility: Through this selection, administrators can see the
total number of devices at a glance, both in list form and as a spatial
representation on the map. This dual view aids in comprehensive device
management and planning, particularly useful for tasks such as
troubleshooting, maintenance, and capacity planning.

This layered approach to device visualization and management—ranging from a broad

regional overview down to specific facilities—empowers network administrators with

the tools necessary for effective network oversight. The integration of map views with

hierarchical device listings offers a potent combination of geographical and structural

data, facilitating informed decision-making and strategic planning for network

expansion and optimization.
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Upon Right-clicking on a facility, we can get an option to rescan the facility which will

trigger a rescan on the selected facility

When we right-click on a node, it will give us with three options:

k- 9 Global
- (¥ DefauitRegion
|t ) Defautlocation
- (9 Hydsrahad
ke o8 Habsiguda
b A sify_Tower
b [m] 192168174

4 Move tofaciity
% Rescan

# ModeView

- @ 192.168.160
@ 102.168.164
@ 102.168.163
® 192168171
@ 192.168.165
@ 192.168.1.62

5.2

Move to Facility

We can move that particular node to a new facility.

Move device from facility

Region

ciy
Location

Facility




53 Rescan

It will initiate a re-scan for that particular node

b 3 Global
k- (9 Defauithegion
: é Defaultlocation
i (9 Hyderabad
i o, Habsiguda
. [ sify_Tower

&5 Rescan Facility

5.4 Node View

Clicking this function will open the node view of that particular node

= £ skyPoint wion

Mamaory: 2469 M8 (31916 ME) System Loac Processioad 13%  UpTime 3230209 (an

o
Link View
Eocess-c1s s CPU | semory | Tempacsmrs =
Node View 5 et 31 i summary & Wireless EB Networking [} Management & Monitor x| o o =
o || DRl recioz |[ 246z | R1@ R2@ 24GHz @ Links | 12meiz - ([ e e
RadiaMode B3 LT N MR P 192 —
0 ®
Link Type FTP ——— Suret Masx 255258
0
ssm Gatewsy P 102
Bandwasth ‘,
i Vi sttes K un
Securty VLAN e "
- ™ [ L] sun
wwwww MAC Mgmi VLAN 1D 1 'MAC Address £
. Spesa
P o oupl
o
N . B
Loca Remote Link Sosed -
Map  Sarelite [ - IE

- = B vy
aa A . .
- i R R R " ™

Kk sharcs as du 43634 Saegn S Terma

Spectrum Data is not available .

6. Node View Dashboard

The Node View feature within the network management system is specifically
designed to enhance device management by providing a dedicated interface for each
selected device. This feature allows administrators to deep dive into the specifics of a

device, offering both an overview of its current status on the dashboard and access to
a suite of configuration options.
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6.1

Summary

The overview details of the selected device showing System (Radio Model (with

image), Hardware Version, Link Type, Bootloader Version, Firmware Version, Serial

Number, Uptime, Temperature, CPU Usage, Memory Usage, GPS), Network (Ethernet
MAC, IP address, Subnet Mask, Gateway IP, DNS IP, VLAN Status, Routing Model and,
Link ID), Wireless (Radiol / Radio2 / 2.4GHz: MAC, Link Type, SSID, Radio Mode,
Bandwidth, Channel, Frequency, Remote Partners) along with throughput graph.

6.2

Wireless

Radio1 / Radio2

The below picture

configuratian.

Praperties
Stetus Enable v
Link Type PTP v
Radia Made BSU ~
ssi0 EOCESS R1_R

Country US BGHz All v
Bandwidth 20MHZ o
Channel 100 (5500 MHz) v
Distance 25

Note:

+ Change in bandwidth reset the configured channel to default

MIMO

Tx. Chainmask

R Chainmask

Note:

+ Al Vertical Polarization, &2: Horizomal Polanzation

DDRS

DDRS Status

Soatlal Stream

Max. Data Rate- Single:
(1-30km Stream

Max, Data Rate- Dusl
Stream

« Special characters single/double quotes are not allowed for

ATPC
ATPC Status

Transmilt Power

o
Security nes
MG 2 pton P . DCS status Disable v
Nmoem o o | gy | TSN | 20 @100
Note: Shaping
+ Spectal characters allowsd for configuration 1@ **~_+,. (11 e snaping [ Dieate .
Incoming Traffc | 0, 0000 (64- 3040000
Limit L
Enable v c -2
{Jltrlrv‘inqumfﬁ., 00000 (64-2040000)
Auto v
MCS4 ( 51 Mbps ) v
MCS18 ( 103 Mbps ) v
Disable -
2 (1261 dBm




6.3 Properties

e Status: User can Enable/Disable the status of Radio 1 / Radio 2

e Link Type: Select any desired Link type (PTP, PTMP) to apply to the device

e Radio Mode: The user has a choice to select any mode (BSU, SU) depending on his
requirement

e SSID: Enter the SSID. (Service Set Identifier) The name is assigned to a Wi-Fi
(wireless) network.

Note: All devices in the network must use the case-sensitive name (SSID) to
communicate over Wi-Fi, which is a text string up to 32 characters long.

e Country: Select the appropriate frequency bands specific to the country
e Bandwidth:

e Channel:

e Distance:

Uplink Limit: To apply the specific bandwidth limit for Uplink (SU to BSU)
Downlink Limit: To apply the specific bandwidth limit for Downlink (BSU to SU)

Retries: The user can set the number of retries to resend the packet when it is
dropped

64 MIMO/ DDRS/ ATPC

By default, the ports in the Tx and Rx are enabled. There are two ports in the radio
one Al port (Horizontal polarization) and another A2 port (Vertical polarization). If the
user has packet loss are any error occurs in Tx (Transmitter) are Rx (Receiver) user can
troubleshoot by disabling / Enabling one of the ports.

e Tx Chainmask: Select Port A1/ A2
e Rx Chainmask: Select Port A1/ A2

Note: By Default, both A1 and A2 ports of Tx and Rx are Enabled.

o DDRS Status: Select Enable / Disable
Note: DDRS will Enable the dynamic adjustment of the data rate for transmission of

wireless traffic. This is especially crucial when different SUs can support various data
rates because of different distances from the base station.

e ATPC Status: Select Enable / Disable



Note: ATPC Enables dynamic adjustment to transmit power for each SU to achieve the
desired link Signal Noise Ratio without spilling additional power or interference into
the environment. ATPC is also used to ensure that the radio accurately follows local
Equivalent Isotropic Radiated Power (EIRP). e. If disabled, the user can manually adjust
the transmit power. By default, ATPC is enabled on the device.

6.5 Security

The Advanced Encryption Standard (AES) is a universal standard for encrypting many
types of electronic data. AES soon became the default encryption algorithm for
protecting classified information, as well as the first publicly accessible and open

cipher approved by the NSA for top-secret information.

Encryption: Select AES-256 and enter the Encryption Key

Security

Encryption AES-256 e

Key  seessses @ | (8-63) characters
Note:
« Special characters allowed for configuration '@ **-_+:, {}[]

/. 2.4GHz

CPU | memory | Temperature
0% | 30% 505°C

EOC655-C18

Node View 10.0.150.130

£} Summary | & Wireless BB Networking ) Management las nMonitor

Properties Security
Radio Status Enable v Encryption WPA2-PSK v

Radio Mode Access Point Encryption Key e & (863) characters
sSiD ENMGMTB13492 (1-32) characters Note:

« Special characters allowed for configuration! @**- _+:, . {}[]
Bandwidth 20MHz

Channe Auto

7.1 Properties

e Radio Status: Select Enable/ Disable
e Radio Mode: AP

o SSID: Enter the SSID. (Service Set Identifier) The name is assigned to a Wi-Fi
(wireless) network.



https://en.wikipedia.org/wiki/Advanced_Encryption_Standard

Note: All devices in the network must use the case-sensitive name (SSID) to

communicate over Wi-Fi, which is a text
string up to 32 bytes long.

e Bandwidth: Select 20/40MHz

e Channel: Select a channel of frequency
from 20/40MHz.

Properties

Radio Status

Radio Mode
SsSID

Bandwidth

Channel

Enable

Access Point

ENMGMT4090DB

20MHz

Auto

(1-32) characters

** Click the Save button to save changes**

72 Security

It is a method of securing your network using AES-256 with the use of the optional
Pre-Shared Key (PSK) authentication, which was designed for home users without an
enterprise authentication server. Wi-Fi Protected Access 2 - Pre-Shared Key, also

called WPA or WPA2.

Select AES-256 and enter the Encryption Key

Radio 1 Radio 2 2.4 GHz Radio

Security
Encryption WPA2-PSK ¥
EncryptionKey | eeeessne @ | (8-63) characters

Note:
= Special characters allowed for configuration 1@ * *-_+:, . {}[]

** Click the Save button to save changes**




8. Network

8.1 |IP Configuration

e Address Type: Select Static / Dynamic
e |P Address: Enter the IP Address
e Subnet Mask: Enter the Subnet Mask

e Gateway: Enter the Gateway IP Address

e |P Address: Enter the IP Address
e Subnet Mask: Enter the Subnet Mask

** Click the Save button to save changes**

s2 VLAN

IP Configuration

Address Type
IPV4

IP Address
Subnet Mask

Gateway

Static

10.0.150.130

2552552550

10.0.1501

Note: A VLAN is a group of devices on one or more LANs that are configured to

communicate as if they were attached to the same wire, when in fact they are located

on a few different LAN segments. Because VLANs are based on logical instead of

physical connections.

= VLAN Status: Select the status Enable / Disable

= VLAN Mode: Select the mode Transparent

** Click the Save button to save changes**

VLAN Configuration

VLAN Status Enable

VLAN Mode Transparent

83 Ethernet

8.3.T LAN1

e Ethernet Speed: Select Auto Negotiation / 100Mbps full / 1000Mbps full
Note: By default: Auto-Negotiation is selected

e Ethernet MTU: Default 1500 Bytes
** Click the Save button to save changes**




Ethernet
LAN1
Ethernet Speed Auto Negotiation hd
Ethernet MTU 1500 Bytes
8.3.2 LAN2

e Ethernet Speed: Select Auto Negotiation / 100Mbps Full / 1000Mbps Full / 2500 Full
Note: By default: Auto-Negotiation is selected

e Ethernet MTU: Default 1500 Bytes)

e **(lick the Save button to save changes**

LAN 2
Ethernet Speed Auto Negotiation v
Ethernet MTU 1500 Bytes

g4 DHCP

The Dynamic Host Configuration Protocol (DHCP) is a network management protocol
used on UDP/IP networks whereby a DHCP server dynamically assigns an IP address
and other network configuration parameters to each device on a network so they can
communicate with other IP networks. DHCP settings will be available for both
Radiol/Radio2 and 2.4GHz radios for BSU and for SU the option will be available only
for 2.4GHz radios.

8.4.17 Radio1 / Radio2

e DHCP Server: Select Enable /Disable DHCP server in the devices.
e Start IP Address: The start IP Address is the range of free IP addresses that are
assigned to connect to the client.

e End IP Address: The start IP Address is the range of free IP addresses that are
assigned to connect to the client.

Note: The range free IP address start IP to end IP is given to create a DHCP server.

e Lease Time: The amount of time in seconds the network device can use the IP address
in the network. The IP Address is reserved for that device until the reservation expires.



DHCP
Radio1 / Radio2
DHCP Server Enable b
Start IP Address 192 168.1. 100
End IP Address 192.168.1.150
Lease Time 43200 (120 - B6400)
85 24GHz

8.5.1 IP Configuration

e |P Address: Enter the IP address in the input box
Subnet Mask: Enter the Subnet mask of the network

8.5.2 Pool Configuration

e DHCP Server: Select Enable /Disable DHCP server in the devices.

e Start IP Address: The start IP Address is the range of free IP addresses that are
assigned to connect to the client.

e EndIP Address: The start IP Address is the range of free IP addresses that are
assigned to connect to the client.

e Leased Time: The amount of time in seconds the network device can use the IP
address in the network. The IP Address is reserved for that device until the
reservation expires.

2.4 GHz

IP Configuration

IP Address 169.254.254 1

Subnet Mask 255.255.255.0

Pool Configuration

DHCP Server Enable v

Start IP Address 160.254.254.100

End IP Address 160.254.254.102

Lease Time 300 (120 - 86400)

9. Management

The management section contains the configuration for modifying the properties of
the device which are required for managing the device.



g SkyPoint er1.0.16 Memory: 1411 MB (31924 M|
Node View fggisssnﬂg 8 Summary | & Wireless | & Networking [ Management |4 nonitor C;J';
Location Logging
Name EOCB55-C18 (1-32) characters SYSTEM LOG
Location location (1-32) characters IP Address 0.0.00
Email example@mail.com (1-255) characters Port 514 (1-65535)
Phone 1234567890 (1-15) characters TEMPERATURE LOG
Enable
Interval a0 (0-60) min
The following are the sections in Node View Management:
9.1 System
e Location: Contains the properties of the device which are required for
identification of the device.
Location
e Name: System Name/Customer name of
. Name ECC6B55-C18 (1-32) characters
the device
e Location: the location in which the device is Location location (1-32) characters
installed. Email example@mail com (1-255) characters
. - .
Email: Email address Phone 1234567890 (1-15) characters
e Phone: Phone number

9.2

Logging

The properties that need to be configured for logging the System log and the interval

at which the temperature has to be logged.

e System Log: The IP address and the port

Logging
of the syslog server to which the syslog
SYSTEM LOG
events have to be logged. It has to be S
. . . IP Address ‘1921532153 ‘
configured with the SkyPoint server T —
address.
TEMPERATURE LOG
Enable
Interval ‘:—;o—‘ (Seconds)

9.3

SERVICES

SNMP:

I.  Version: SNMPv1 /SNMPV2, Read Password, Read/Write Password

can be configured.



. Vv3:
Status: Enable / Disable, Read User Password, Read User Key,
Read/Write User Password, Read/Write User Key can be
configured.
lll.  SNMP Trap Host: SNMP trap host server and community details are
used for forwarding the traps to a management server. It has to be
configured with the SkyPoint server address.

(=) skyPoint ver1.016 Memory
Node View fgz"‘s;n?;: 8} summary & Wireless BB Networking | (¥ Management |4 ]
SNMP Reset.
vivze System )
Enable Network ]
Versian SNMPYIv2e v Wireless
Radio
Read Password B (532 characters .
Radio2 L]
Read Wiite Password | sessess | (532 characters
.

Status Enable v
Read User Password  ssseesenee @ (532) characters
Read User Key

@ (532 characters

Read / Write User
Password

(532)

Read / WItE USETKEY sasvessene & (532) characters

Note:
« 1T modified, change password in NMS Under Settings -> SNMP

SNMP Trap Host
1P Address 192.168.1.100

Password B (532 characters

i Reset
Reset: Reset the device to factory

. System o
settings ’ “
Network

Wireless
Radio 1
Radio 2

For Saving the configurations made in Node View

e Select Wireless, Network, or Management sections.

e Make the necessary changes and click on "Save" On clicking "Save" the
changes are stored internally in the NMS server without being pushed to the
device.

e Make any other changes if required and click on the "Save" button

Are you sure you want to update this changes?

NO YES

e Once all the changes are done click the "Apply" button.
e On clicking the "Apply" button, a popup is shown with the changes listed.
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If all the changes or fine, the user can click on the "Commit" button or "Revert"
button the clear the changes. click on "Cancel" to close the popup.

ethernet.ethernet.mode 4

D

10.Monitor

We can monitor the statistics of a particular node under this section. Here the
monitoring can be done based on time. It can be Live, 1 Hour, 1 Day, 1 Week, 1 Month,
or even a customized time frame (Start Date and End Date) as shown below:

1 Hour 1 Week Start Date: End Date:

1 Month

Live

|.Wireless Statistics — These Stats will give an overview of the wireless stats
like data packets, management packets, CRC errors, physical errors, and
PPS Counts. The data will be shown as both numbers and live graphs.

; . . ; . CPU  Memory  Temperatu
Node View fg?'s;{u 88 Ssummary | 2 Wireless | BB Networking | [} Management | l4& Monitor | oo e575,c“

Wireless Statistics Ethernet Statistics System Statistics Link Statistics Spectrum Events
Beaie] == -
5 Transm Rate (b [ Recsive Rale (Mb) (1] Toad Rate (M)
07 7

Total 22929454 15978655 -

Unicast 53142 15378655

||.Ethernet Statistics— These Stats will give an overview of the ethernet stats like
data packets (multicast, unicast, and total packets), CRC errors, and PPS Count.
The data will be shown as both numbers and live graphs.

EnGenius SkyPoint
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0 EQCHS5.D ... N N CPU  Memory Temperature
Node View  §ociunas i summary | % Wireless | &5 Networking | [} Management & Monitor .| o era
Wireless Statistics. Ethernat Statistics System Statistics Link Statistics Spectrum Events
.- B - eneie =
I Trsnsmt s ) [ Rceve Rate 041 [ Tl Rate 40 Tisnsm yies Mt [ Recsive Bvies WE)
0s 2
0s
or
Data Packets. T L 06
“Total 136788 18628502 E os H
H £,
nicast 123881 138905 g oo H
s
Multicast 6886 15050860 o
0z
“Total Bytes 42484025 133321707
o1
o o L L
- £ e & £ o & &
[ CRC Emars TePPS [ RxPPS [ Total PPS
1 o0
ernoes -
e a8
w0
TGt o H
S z2 wm
P Count. o H -
H
0
Ethemet 5
10
™ n
R 533 v 0
£ * - & £ * N &
Total s

[Il. System Statistics - These Stats will give an overview of the system stats like

CPU, memory, temperature, and distance. The data will be shown as a live
graph.

Node View Toota0an i Summary F Wireless | =5 Networking =[] Management | 18 Monitor ... 1 " e
‘Wireless Statistics Ethernet Statistics System Statistics Link Statistics Spectrum Events
- = s oo [ |
- .
W 80
B o
4 | = 40
N .
. .
L + £ o L4 o & o
—
L
[\V. Link Statistics - These Stats will give an overview of the link stats in a
tabular format.
‘ Wireless Statistics ‘ Ethernet Statistics ‘ System Statistics Link Statistics Spectrum ‘ Events ‘
Links for detailed lir
Local SNR Remote SNR Local Signal Remote Signal Drops Rate Throughput
1P Address Serial Number Link Uptime Al A2 Al A2 Al A2 Al A2 Local Remote T Rx Out In
10.0.150.131 2381XC41D38J 01:23:36:35 66 62 73 61 -30 -34 -23 35 0 0 51 286 0.30 032

EnGenius SkyPoint



\/. Spectrum - These Stats will give the results of the spectrum scan. The data will
be shown as a live graph.

= {_J SkyPoint yeiom Memory. 2 916 Mg Systemlosd 669%  Precessload 141 %  UpTime: 4001800 (dhms, amin
£0c855-C18 " ™ 0| V. | Ympers “ e
Node View ("0 §8 summary @ Wireless &8 Networking () Management Monitor .0 T oy e | unerodsion | rescan | Reboot ]
Wireless Statistics Ethernet Statistics System Statistics Link Statistics Spectrum Events

[roco IR
SanFreqency:  S175 M4z SopFreqency 5830 iz

Signakonm

Channl
1 Chanmet Uttaston

i
. LS L o 4 ¥ L 4 &
ey
V1. Events— These stats will give all the events happening in the device. Event Type
can be normal event and syslogs. The data is being shown in log format.
) SkyPoint 1o MmOy 1355 ME (1924 ME)  System Loadt 529%  ProcessLoa 062 %  Up Time: 2004244 amn (@
Events
% 1 3 Scope: Globalw IPddes m TyRe Events v Severty am v categery Al v Time 2umous v 50
1P Addross Time Soverity Mossage
10.0.150 40 20240502 0947 40 WARNING 1000.150.40 - CPU 00 divice is over 58%.
10.0.150 80 2028050207:56:12 WARNING s 60) has 10,0
10.0.150.80 2W24050207:20.58 CLEARED Sdom (49, -39) has 100 (€ -20).
10015080 2024050207:2058 WARNING 7 ST)has 00
P . o
10.0.150.81 280502071934 CLEARED 5o (44, -33) has 100.15081 (B8:0¢:97.17 #1 48}
10.0.150 81 202405020654 11 CLEARED i i Sdom (43, -36) has i A00.150 81 (B8.dc:97 17 el &)
& 3
» - L 0




11.Configuration

Configuration

Profiles

DHCP
DDRS/ATPC

SNMP

4 Firmware

11.1  DHCP Profile

DHCP profile can be configured by clicking the DHCP tab from the dropdown menu of

profiles as shown in the picture below

l. Create

DHCP profile is created by clicking the Create icon and entering the input fields like

Name selecting the dropdown menu of Radio Mode, Link Type, and clicking the Create

button to create a profile. For reference see the picture below

DHCP Profile x

DHCP Server

Enable v

Start IP Address
192.168.1.100

End IP Address
192.168.1.150

Lease Time

43200
(120 - 86400) Seconds

Cancel

Apply Profile *®
Profile
™
Search
Region City Location
DefaultRegion ¥ DefaultCity ¥ DefaultLocation v
Facility
DefaultFacility v
[m} Devices System Name Linkid I
[m] 10.0.150.40 EOCES5_DUTS 0
[m] 10.0.150.83 EOCES5_DUTS 0
[m] 10.0.150.80 EOCESS 0
fm] £ncass a
Cancel Apply

i.e. DHCP Create Profile and Apply Profile Images

II. Apply



Profiles can be applied by clicking the apply icon and existing profiles can be searched
by entering their Region, Location, or Facility. Click the Apply button to apply changes
as shown in the picture below

Il. Edit
DHCP profiles can be edited by clicking the Edit icon changing the radio mode Link

Type and other required parameters and then clicking Update button to apply changes

Name = File Apply Edit Delete
Profl Prof1.cfg o = o
Prof2 Prof2.cfg i3 4 o

T Tl.cfg o [r g o
13 t3.cfg Ex = o

11.2 DDRS/ATPC

I. Create
DDRS/ATPC Profile x Apply Profile x
Select Radio
Profile
Radio1 v
R1_DDRS
Name
Search
Region City Location
DDRS Status x
DefaultRegion v DefaultCity v DefaultLocation v
Enable v
Spatial Stream x Facility
Auto v DefaultFacility b4
Max. Data Rate - Single Stream x =
MCS4 v
Max. Data Rate - Dual Stream x (] Devices System Name Linkld I
MCS18 v
D 192168111 EOC655 0
x
ATRC Status ] 192168.11 FOC6SS ]
Disable v
D 10.0.150.80 EOC655 0
Transmit Power (1-26) dBm x
n 10018081 EQCASS n
26
Fields should not be empty. Cancel Apply
Cancel

i.e. DDRS Create Profile and Apply Profile Images

II. Apply
Profiles can be applied by clicking the apply icon and existing profiles can be searched

by entering their region, Location, or facility. Click the Apply button to apply as shown
in the above picture.



I, Edit

Transmit profiles can be edited by clicking the | oorsiatecrrorie .
Edit icon and select the Radio Mode, Link S;;Rf .

Type, DDRS Status, Spatial Stream, modulation | "™

R1_DDRS
Transmit Power from the drop down and click | oors staws x
. Disable v
Update button to incorporate changes N 5
patial ream
Single ~
Modulation Index x
MCS3 ~
ATPC Status x
Disable v
Transmit Power (1-26) dBm x
20

Cancel

11.3 SNMP Profile

SNMP profile can be created by clicking the Create icon and entering the input fields
like Name and selecting the dropdown of Radio Mode, Link Type click the Create

button on the bottom of the input fields to create a profile for reference see the
picture below

Apply Profile x
Profile
Test
Search
Region Cit Location
SNMP Profile x ¢ Y
DefaultRegion v DefaultCity v DefaultLocation v
Name
Test Facility
DefaultFacility ~
Version x
SNMPv1-v2c hd
¥ x
Read Password (5-32) characters 0 Devices System Name Linkid I
ublic
P [m] 192.168.1.17 E0C655.18 0
Read Write Password (5-32) characters x o 192.168.1.231 EOce55018 0
private O 192.168.1.230 EOC555-818 0
(m] 1nn1snan NN n
cancel
Cancel Apply

i.e. SNMP Create Profile and Apply Profile Images



. Apply
SNMP profile can be applied by clicking the apply icon and existing profiles can be

searched by entering their Region, Location, or Facility. Click the Apply button to apply
as shown in the picture below

Il. Edit
SNMP profiles can be edited by clicking the Edit icon and selecting the Radio Mode,

Link Type Version, click the Update button to incorporate changes

SNMP Profile x

Name
Test

Version x
SNMPv3 v

Status x
Enable v

Read User Password (532) characters x
public

Read User Key (5-32) characters x
private

Read / Write User Password (5-32) characters x
public

Read / Write User Key (5-32) characters x

l private ]

Fields should not be empty.




12. Firmware

Allows the users to upload new firmware into the NMS server. Users can also push
the listed firmware to a list of devices or a single device. This section can be used for
upgrading firmware on a single device for testing purposes. If the firmware is uploaded
properly to the device without causing any breakdown, the user can use the Bulk
firmware upgrade section to upload the firmware to the list of devices.

Configuration

Profiles

4§ Firmware

5“5 Firmware Manager

Before starting with the firmware upgrade, first, we’ll upload the firmware onto the
NMS. Click Upload Button, available on the right side of the Firmware Manager

Profiles
File Name = Created Time Apply Delete.

& Fimware KeyiWestORSSOC1-1.0.0.189-a905 192 03/19/2024 0710716 o o

KeyWest-OR650-G1-1.0.0.186-apps gz 03/18/2024 10:59:47 a o

& Fommare Manager

0.0178-30p5 1g2 03/12/2024 02.26:58 o o

|. Firmware Upload
Click on the upload button and enter the version number of the firmware. A version

of the firmware allows a fixed format with a major version and a minor version

separated by an underscore (_).

Upload Firmware x

Select your file @]

Cancel Upload




After providing the version number select the file to be uploaded by clicking on the
attachment icon. Once the upload is finished, the uploaded file will be listed in the

available list of firmware. Select whichever firmware is needed and click on “Apply”

=

File Name * Created Time Apply Delete
KeyWest-OR650-C1-1.0.0.18%-apps tgz 103/19/2024 07:10:16
KeyWest-OR650-C1-1.0.0.186-apps tgz 03/18/2024 10:59:47

KeyWest-OR850-C1-1.0.0.17%-apps tgz 0312/2024 02:26:58

8B 8 &8 &8

ENGenius-EOC650-00i-1.0.0.223-apps.1gZ 05/01/2024 05:02:12

After checking the Apply Button checkbox (of required firmware), the Apply firmware
window will appear, select the devices that need to be upgraded and click on “Apply”
to start uploading the firmware with an option of doing it immediately or setting a
later time by unchecking Immediate

Apply Firmware x

Firmware

EnGenius-EOCBE50-xxx-1.0.0.223-apps.tgz

Schedule
Immediate: %

Search
Region City Location

DefaultRegion v DefaultCity v DefaultLocation v
Facility
DefaultFacility v

Devices System Name Linkld
192.168.1.1 EOCE55 0
10.0.150.40 EQCE55_DUT-5 0
10.0.150.83 EQCE55_DUT-6 0
annszo 4 4z Croncce ac A

Cancel

12.1  Firmware upgrade

Allows to upgrade the firmware for the list of devices either by immediate action or
by scheduling the task. Before initiating the task, the user has to upload the latest
firmware which needs to be pushed to the devices.

Creating Firmware upgrade task:

1. Navigate to -> Configuration -> Firmware

2. Click on New Task -> on the right side the Bulk Firmware section will open.

3. Click on the drop-down -> "Firmware" to select the firmware that needs to be
pushed.



4. Uncheck the checkbox for scheduling the task or keep it as it is for running the task
immediately.

5. Select the devices by using the Region/Location/Facility filter for applying the
configuration to the devices.

6. Click on the apply button to initiate the Firmware push task.

All the tasks which are executed are listed in the table available on their respective page.
Each task is assigned with the following status:
e Pending - which means the task is being scheduled and not yet executed
e Running - The task is in execution state.
e Successful - The task has finished the initiated and the operation is run properly
without any issues
e Failed - The task has failed to execute. The reason for failure can be known by clicking
on the task which opens up the individual status task which is executed on each of the
devices.
Task Deletion - The user can delete a particular task that has completed execution or
if a particular task is canceled. The tasks that are running cannot be deleted. The tasks
that are pending can only be canceled first and later deleted. Select the task that needs

to be deleted from the list of tasks and click on the delete button.

Task Cancellation - Tasks can be canceled if they are pending. Once the task is
cancelled it will not execute. To cancel the task, select the task that is pending and
click the cancel button in the particular row.

13. Events

Events section displays all the events generated by NMS internally like device status
events (device up or device down) and traps received from the device. An option is
provided for displaying syslog messages generated from the device. All the events are
displayed in tabular form with details of the event related to IP Address, Time,
Severity, Message.

Events
T = et eemis - Sower Al ~ comgory: an - Tme ahowm v 8~
P astrens - Severy [—
611 sasan 1raean e [T p———
s awsasor 172ean e [ T T —

10015080 20240801 172004 CLEARED Local Signa¥iA2) variation of more tham Sabm (44 -36) has been nascad on 10.0.150.60 (48 deo7 1ta2 20)

100 15080 20240801 172014 WARNING. L Sdom (82 on ttazam

10.0.150.80 2240501 172014 WARNING. L ) Sdom (50, 70) wlced on 10,015 ite220)

100 15080 CLEARED Lical Signakia1) varation of more tnam Sam (-36 -26) has baen nasced on 10.0.150 60 (88 x0T 14e2 20

192.1681.1 CLEARED 8216811+ CPU

100 15080 CLEARED Local SignakiA2) variation of more than Sdm (44 -34) has been nadced an 10,0,150.80

100 150,80 WARNING. L Sdom (2,82 on 10.0.15

1001508 2200501 179001 WARNNG. u s 62 on nscorrezan,
10015080 20240501 170001 cLEARED Local SignakAt) variaon ofmore tham Sdm (34 -24) s been nodced on 10,0150 80 (8 de.7 112 20)
Jrws 0240501 165800 HORMAL (5U) Mo 192,150 1113 up,

192 16811 20240501 165434 CLEARED 62.168.1.1 Avariaion In charn has been found




I. IP Address
Denotes the address from where the trap is received as a message or the event that

is generated by NMS on behalf of the device like threshold alarms. If the device is
generated by NMS directly then the IP Address will be displayed as "NMS". On clicking
the IP address or "NMS" the navigation takes place to the device node view page.

Il. Time
Denotes the time on which the event is generated.

lIl. Severity
Severity denotes the intensity of the event which helps the user to act based on level.

The following are the types of severity ordered based on priority from lower to higher

e Indeterminate - The events for which no priority has been assigned

e C(leared - The events whose severity level was high previously and is restored now.
for e.g. A threshold alarm like CPU going high has a "Warning" severity and when the
CPU comes back to normal has "Cleared" as the severity

e Normal - Events which has the priority set to normal and no action by the user is
required like the device going up.

e Minor - An event whose priority is set as minor and the user needs to consider the
event like there have been configuration changes to the device

e \Warning - An event whose priority is set as a warning and the user needs to
consider the event like the device CPU or memory going up

e Major - Event-triggered and treated as a higher priority like a device going down

e Critical - An event whose priority has been set as higher than the rest of the events.
The user needs to resolve the issue immediately

IV. Message
The event message gives a brief description of the event

V. TypeFilter
Provides the option of filtering the data to be displayed in the | ™ ewens  v|
Evenis

even:s table like switching the display of events from syslog’s and
events

VI. Syslogs



Syslog is the log events that are forwarded by the device. It usually contains the
changes to the configuration or any errors which are raised in the device. All the log
events that are logged in the device can be accessed either in the events section or in

the node view -> Monitor - Events section of the device.

Events
€ 1 5 scope: Globalw |- Type:| syeogs | Severity:| ay ~| category:| 4y | Time:| v \?\

1® Address Time Severity Message
Jiszs827 2021-04-05 16:15:00 NORMAL [ 192.160.1.100 : NS | SHMP: SNMP Trap Host 1P Address = 192.168.1.100

192188174 2021-04-02 22:42:00 INDETERMINATE An event with no matching configuration was received from interface 192 165.1.74.
Ilsz.lsa 174 2021-04-02 21:52.43 NORMAL [ 192.168.1.100 : HTTP | WIRELESS: Customer Name = CustomerTesting
Jiszs567 2021-08-02 215117 NORMAL [ 192.166.1.100 < NS | SHMP: SNMP Trap Host 1P Address = 192.168.1.100
Jisz 15827 2021-08-02 215115 NORMAL [ 192.166.1 100 < NS | SYSTEM: Syslog Server I = 182 166.1.100

IJQZ.JEB 161 2021-04-02 215114 NORMAL [ 192.168.1.100 : NMS | SNMP: SNMP Trap Host IP Address = 192.168.1.100

Ilgz.ma 164 2021-04-02 215111 NORMAL [ 192.168.1.100 : NMS | SNMP: SNMP Trap Host IP Address = 192.168.1.100

VII. Audit Logs

Audit logs are the logs that are generated whenever a particular change is made to

the configuration of a particular device or any configuration changes are made in the
SkyPoint server. It contains all activity related to the configuration changes Discovery

initiation or Node modification done by the user right from log-in to log-out.

Events
I Search Trpe: Time: hours v 50
Oate Tyoe usar Log

2004.05.01 1720:37 835 login admin GpanhIS useradmn s fogged n Fum 10.0 150,94

20040501 171843622 logout admin User admin foggad outfrom 10.0.180.54

2024-05-01 17 18:43 822 login ‘admin DpenNMS user admin has logged in from 10.0 150,94

20040501 171607524 iogin aamn psniMAS user 0T has 1oggad n Fom 10.0150.94.

200405401 171507618 togin somin CoenIMS user 80T s loggedin Fom 10015084,

20040501 171407622 login admn GpanIS user admen i fogged n Fum 10.0 150,94

20240501 174307 818 Iogin admn GpenhIS useradmin ha loggedin hum 100 150,54

20240501 174237613 fogin stmin OperhatS user sdmin hes logged n Fom 10.0 150,34

20040501 7122262 togin aamn pEniMAS user 20T has 1oaged n Tom 10.0150.94.

20240501 171207611 Togin omn (CosnhNS user 307 nas 199983 Fom 10.0.150.84.

20240501 171152516 login admin GpanhIS user admin s kogged n fum 10.0 150,54

2004-05-01 171136 595 togin somn (oSNNS ussr 30T Nas 1999831 TOm 10.0.150.84.

20040501 17:11.36.857 tegin somin oenIMS user 80 hss loggedin fam 10015084

20240501 171027 532 togin somin (DenIMS user S0min has 1oggedin fom 1015084

VIII. Severity Filter
Provides the option of filtering the data based on the filter

IX. Category
Filtering the events based on category like displaying all

device Down/Up events

Severity:

Critical
Major

Minor
Warning
Normal
Cleared
Indeterminate

Category:

Associated

Dissociated
Dying Gasp AP
Dying Gasp SU




X. Time

Time: -
Duration in which the events are generated. current filters -

provided are Last hour, 8 hours, 24 hours, 48 hours ELahsthOUf
[aurs

24 hours

48 hours

e All - By selecting the duration, a graph is shown based on severity and category. If
"All" is selected as time filter no graphs will be displayed and all the events are
displayed from recently received to last.

e Pagination
Number of events to be displayed in the table.

14. Inventory Reports

Lists all the devices which are currently discovered in skyPoint. Devices can be filtered
based on the Region/Location/Facility filter available and default number of devices
listed are 25.

= G SkyPoint 1o M SN I SpolLen NN Presseuiouk 12N Up i ATIREY fircacs) smin (o

Inventory Reports

s Scope: Globalv  Telskd Gosd? Duwml  Emersemm

sewctconme = ([N (ENENTY o -
o System Nane. W Address Model Firmware. Device Satus. UpTimeidhm ) Action Delete

o

Domn

a o a

o 192168120 o1 22334858

a

Users can change the devices to be listed from the filter available on the right-side
top-corner drop-down. The following are the controls available in the inventory
reports:

Select Columns = R

141 Select Columns:




Allows the user to show or hide the existing columns which are visible in the data
table. The default columns listed are System Name, Primary IP, MAC address, Serial
Number, Model number, Firmware and uptime. Additional to the device data
columns two more columns are added in each row Action & Delete.

a. Action column - Rescan the particular device
b. Delete - Deletes a single device

142 Delete;

Deletes a single or a greater number of devices based on the selection. User can
select which devices needs to be deleted by clicking on the checkbox available on the
first column index. Once all the devices are selected clicking on "Delete" button
opens a popup, if user wishes to delete the devices click "Yes" or "No" to cancel the
operation.

143 Inventory Reports:

Returns the basic configuration of the device in CSV format. All the devices’ data will
be retrieved by clicking on the “Inventory Report" button.

15. Settings

The settings section provides options for adding and configuring SkyPoint properties
like creating and modifying Regions, Locations, Facilities, and users. Apart from
creating new values user can also make SNMP-related configuration changes like
when an SNMP configuration is changed in the device or when a new device has to be
discovered that does not have the default SNMP read and write community, The user
can configure for the IP address for which the values has to be modified. The settings
section has the below components.



Settings

£ Settings
IEI Regions
HEg Ccity

Q Locations

Facilities
-2 Users
&8 Threshold

£ SnmP Config

-l:}g Server Configurations

151 Regions

Regions are the root element in the topology tree structure and all the child elements
like locations will be found under Regions. Users can create a new Region, Modify or
Delete a region. While deleting user has to make sure that all the locations under the
region have to be deleted first before deleting the region.

Region x

Region Name

Note:

« Only Alphanumeric characters, hyphen and underscore are allowed
« A maximum of 32 characters can be added

Upload Regions

Select your file

)+ EXED




152 City

City x
City Name
Region

Select v
Note:

« Only Alphanumeric characters, hyphen and underscore are allowed
= A maximum of 32 characters can be added

Cancel Create

Upload City

Select your file
! [i_]J + Sample.csv B

15.3 Locations

Locations are the logical grouping of the elements found under Regions. Multiple
Locations can be created under a single Region.

Location x

Location Name

Region

DefaultRegion hd
Select City

DefaultCity A
Note:

= Only Alphanumeric characters, hyphen and underscore are allowed
« A maximum of 32 characters can be added

Ca ncel
Upload Locations

Select your file

@J 'l Sample.csvB

154 Facilities

Facilities are the logical grouping of elements found under Locations. This group is the
main group where all the discovered radios are listed.



€ 1 9 | SearchFacity

Facility Location City Region
DefaultFaciity ~ DefaultLocation DefaultCity DefaultRegion
foig DefaultLocation DefaultCity DefaultRegion
test DefaultLocation DefaultCity DefaultRegion

Latitude Longitude

1111hhn 111110nhh

23.2563245 -25.3652

Edit Delete
o
o

Facility x

Facility Name

Region
DefaultRegion v
Select Gity
DefaultGity v

Select Location

DefaultLocation ~

Latitude

Longitude

Note:
+ Only Alphanumeric characters, hyphen and underscore are allowed
« Amaximum of 32 characters can be added

)+ EZED

Cancel
Upload Facilities

Select your file

15.5 Users

The user's section allows in creation of new Users and assigning roles to the users

while creating or updating. currently, SkyPoint supports 2 roles - Admin and read-only.

Admin role: All the users created, and the role of the admin assigned will act as admin

and can make the configuration changes to the SkyPoint like creating or updating of

the SkyPoint properties.

Read-Only role: The read-only role restricts the users with the role to only view the

SkyPoint content and cannot make any changes to the properties.

€© 1 3
Username = Full Name Email Roles Region
admin Administrator se""’m"':%"”"mkc ROLE_ADMIN DefaultRegion
hamanjotsingh
hamman Harmanjot Singh a"“a:; ;']':g @ RoLe ADMIN DefaultRegion

Edit Delete
= o
= @

User x
Username
Full Name
Email
Password
-3

Confirm Password

-3
Region
Select v
OReadOnly @ Admin @ Bulk
Note:

- Only Alphanumeric characters, hyphen and underscore are allowed
= Amaximum of 32 characters can be added

Cancel




15.6 Threshold

Threshold settings in network management are crucial for proactive monitoring.
They define limits for performance metrics like Temperature, Memory, SNR,
Ethernet/Wireless CRC Errors & etc. Effective threshold configuration enables early
detection of issues, preventing downtime and optimizing resource utilization.
Regular review and customization of thresholds ensure they remain aligned with
network performance objectives. Utilize monitoring tools to track threshold
violations and make data-driven decisions for network optimization.

= G skyPoint .ion Memory: 1Z1MEISHME)  SysemLoasi  ProcessLostiOri% UpTime:5623002 wmn
Settings
R e Name Type value Rearm Trager Count Edt
—
o Temperature High Threshoia HiGH ss =
ity
Wemcry High Thiesnoa HigH L] E
@, Locations
SNR absolute change AT ABSOLUTE_CHANGE 5
Faciities RSSI absolute Change A1 ABSOLUTE_CHANGE s
88 vsens SNR absolute change AZ ABSOLUTE CHaNGE s
& cows RSS! absolute Change A ABSOLUTE CHANGE 5
“ 5GHz Crannel vanation sl ABSOLUTE_ CrANGE 1
Threshold

Etheme: Erors ABSOLUTE CHANGE 100

TSNP Config
Vireless CRC Enors ABSOLUTE_CHANGE 5000

©f Server Configurations.

\reless Prysical Emors ABSOLUTE_GHANGE 5000
Client count aien HIGH 5

Wireless PPS HIgH 1000 @

R R &R R R § R R R R R §

‘Wiretess Throughput HIGH & 0

15.7  SNMP Config

The SNMP Config section allows for modifying the SNMP Configuration of the SkyPoint.
As SkyPoint collects and manages devices using SNMP protocol it is necessary to have
the same configuration available in both the radio and skyPoint. SkyPoint uses the
default configuration of "public" as read community and "private" as write community
for the devices to be discovered. If a particular radio with different community
settings needs to be discovered, the user can provide either a separate SNMP
configuration for a single device or a group of devices by providing a single IP address
of the device or a range of IP addresses when a group of devices containing the same
configuration.

If an SNMP configuration of a particular radio has been modified after the discovery
user can provide the IP address and new SNMP configuration of the device and update
the changes.



Reload New Config x

Read Community/ Write Community/ SNMP Version

SNMP Version Begin Address End Address Auth Passphrase Privacy Passphrase SNMPv1-v2c .

v2e 10.0.150.1 10.0.150.255 public private Begin IP Address

v2e 192.168.1.230 192.168.1.232 public private
End IP Address

v3 19216829 129 192.168.29 130 public

3
Z
v2e 192.168.29.80 192.168.29.83 public private 3
[c3
Read Community
[c3

v2c 192.168.1.1 192.166.1.100 public private

Write Community

Caneel

16. Server Configurations

Server Configuration provides basic properties used by SkyPoint like server Address,
Trap Host Community, and TFTP root path.

SkyPoint Configuration
Server Configuration v
Trap Host Community ~ sssess P
TFTR/FTF Server Address 192.168.1.10
TFTP/FTP Root Path fhome/mokiladesktop9
Port 21
Use FTP
Username mokiladesktop9
Password | ssssssssess P
Save

16.1  Server Address
Server Address options allow SkyPoint to upload device firmware by using the address.
As SkyPoint uses TFTP for uploading or downloading firmware and radio configuration
itis important to provide the Server Address with the IP address on which the SkyPoint
is using. The server address is also used by SkyPoint for receiving the traps forwarding
by the devices.

16.2  Trap Host Community

The community used by SkyPoint for receiving the SNMP v2 traps.

16.3 TFTP Root Path
The path to the folder that is used by the TFTP Server. SkyPoint uses the path
provided for uploading the firmware or configuration.
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